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# Purpose

Specifying, planning, creating, and launching an Information Security Management System is the first step in adopting and implementing ISO 27001-2022. (ISMS). All IT assets inside the organization will be considered safeguarded through the ISMS, and various policies and processes will be implemented to secure the IT assets in accordance with ISO 27001:2022 criteria. As part of the effort, the ISMS will encompass all on-premises data center IT infrastructure as well as all IT services.

This document sets out the ISMS scope and boundaries for the implementation of ISO 27001:2022.

# Information Security Management System (ISMS) Scope & Boundaries

**Scope of the organization**

Manage the risks and security of the IT services and assets related to the Enterprise Data Center according to the latest version of State of Applicability.

All the assets in the Walpita Enterprises Pvt Ltd’ Primary Data enter located at Walpita Enterprises Pvt Ltd Horana, and Disaster recovery Data Centre at SLT Data Centre, Colombo are covered under the **Walpita Enterprises Pvt Ltd’ ISMS** scope.

1. Timeline
2. Budget